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Declaration of Compliance Use of SIM Cards

By Ministry of Industry and Information Technology
RE (FEARKXMEMZE) (FERAREXMENEZ2%) (FREARKIMEREWEE) %
HEENMEAANE, NEEEFANFERAETFE 2w T (According to the "Criminal Law of the People's
Republic of China", "The Cyber Security Law of the People's Republic of China", "The Anti-Terrorism Law of the People's
Republic of China" and other relevant laws and regulations, the following is hereby notified of the compliance use of SIM
cards:)
AP AREEEREA., HEURATHENRES . dAHHE, HECEZLHIEFR, Ko
Ll EsTEREENEFRFNFENEEFE, TRIRFHEENELREANF THELE,
ZNERFEATHENRFEAEREFHNEILA, BHRINELLETE, REHSEERBE LS. (Users
are not allowed to rent, sell or use SIM cards for illegal and criminal activities. lllegal rental or sale of real-name registered
SIM cards will provide help to criminals in criminal activities such as telecommunication and Internet fraud, and may be
suspected of assisting in crimes of Internet fraud and other illegal activities. Registrants (SIM card owners) who have
been identified as having SIM cards used for illegal and criminal activities will be placed on the blacklist and will be
restricted from applying any communications and mobile services.)
Z. RAEUTREERERZ —wyEiEF, FEELERE W THF EREHAT ZRKEARIE, RiILE
HEHFTEFE/: (D FERBEZFRGAHEKER. REFUTAFREERAELN,; (2) &
3AMATEMEATER; (3) 2021 F1 A1 HENHFAFAF, NNz HRTHAREGFERHT,
%8 HERE—F W, 7RI FEFKH EAIEFEF 8. (The following behaviors may be required for in-person
identity verification or online re-verification; service can only be resumed after the pass of re-verification: (1) International
roaming to areas with high incidence of fraud, abnormal call pattern, etc.; (2) Without any usage records for 3 consecutive
months; (Note: usage means that user must use the SIM card at least once for either sending a text or making a voice call
or surfing Internet; only receiving texts won’t be considered as usage.) (3) For new user registered after January 1%t 2021,

the SIM card has not been used in a mobile device within 7 days since registration or the user has changed mobile device



within 1 year after registration;)

= FREUTRERZ —weiE+, G EEERS: (D FEFERFLAARET ZRKEARIE
oy (2) B, HESRAERE; (3) ATHENFBNN; (4 FHANAFPEANNE—F AR
+1# F B9, (The mobile service will be suspended if the SIM card has one of the following conditions: (1) Fails to pass
the required identity re-verification due to an abnormal situation; (2) The SIM card is rented or sold to others; (3) The SIM

card is used for illegal and criminal activities; (4) Newly activated SIM cards have no usage record for one year.)

AASEZHIEHSNEVEFRS (SIM Card Phone number/ EiE&E) , SANERIELRASEHNAE,

HFEIEHE R BRI RAEENE, BCEAERBIER. ( confirm that I've read above information and understand I'm
legally liable for any illegal use of the SIM card, | promise that I'll be legally using the SIM card and compliant with the

Chinese law and regulations.)

Mf: ZTHEP:
KAZEARFHSFBAIFLE('m the owner of the above SIM card), $FRFEMIELA AR HIINIEZS
AR, TEXIRMES T{E (I hereby authorize LID-travel to process my SIM card registration,

modification, cancellation and termination) .

Z2 Name/E 44 %): HERA (Date/ H ) :
il 48 3 3t (eMail):



ReffMEFREEREEmH
(Notification of Legal Responsibilities for Anti-telecommunication Network Fraud)

AMEGIEAA. BuaRf L A BN EES, RN F. BERE, FATTFEENEE
FAHHT L EMEFRILE, RIE (FPEAREXMERBENEERZ) (48 AR EME)
(FEEARKMENEZ2E) (FREARIMEREHE R (FEARIPERELHA) FxE
EREKR, AEHELEETEE MW T (In order to effectively prevent telecom network resources such
as SIM cards, data cards, fixed—line telephones, and broadband network handled by individuals or entities
from being used to commit crimes of telecom or Internet fraud, according to "The Anti-Telecom Fraud Law
of PRC", "The Criminal Law of PRC” , “The Cyber Security Law of PRC” , “The Anti-Terrorism Law of PRC” ,
the Telecommunications Regulations of the People's Republic of China and other laws and regulations require
that the relevant legal responsibilities are hereby notified as follows:)

—. hEHEE, BREE. AARTEFEELFANFE, SARAAGER LS WILHFHATESEIT. &
BREF I REEERAAMERAGEE. NERFFEREDFELH, BELELEXARNMERERELD
+. (When user applies for mobile, wireline phone or broadband services, user must go through registration
process by using his/her valid identity paperwork. User cannot register number of SIM cards exceeding the
limit set by the government. For those who are identified as having abnormal SIM card application, operator
or its agent have the rights to ask for more information for verification purposes or refuse to register
the SIM card.)

Z. BEYHFEEHEIRAGSEREEE AP LY ERATEZLEE, RIEXCRIF X A0, A7
Btk SAEAEZREAZRAE LN, BELEEE ARG, HFH XEEFHEE. ( Telecomoperators
shall conduct identity re-verification for those users who are suspicious of fraud through monitoring,
and take different approaches to conduct identity re-verification according to different risk levels. For
those users who fail to pass the identity re-verification, operator has the right to restrict and suspend
relevant services. )

= AP A EEREEE, B, BEEEF. WERFF, BEAR. Bm0. ZRNKSSE, THAIMAES
LLRRHB TRBREMASHREEHREXRITL LR K, KT %, (Users are not allowed to illegally buy,
sell, rent or lend SIM cards, data cards, telecommunication lines, SMS ports, Internet accounts, etc.,
and are not allowed to provide identity verification assistance for others. Users are not allowed to
counterfeit other people’ s identities or fabricate agency relationships to open the above-mentioned SIM
cards or accounts, etc.)

W, HERXATEULAZINARNTNEZE ERE = FATANEM, MATERERE, UREANERENE
FIREN I E KRR FZLHELTOAR, FEREZF AAZRANEALE, ARIRFAELERF. kP, kZ
Zhee a5 RE N R H. (For entities and individuals, which have been identified by the public

security organization at or above the districted city level as carrying out the 3™ act mentioned above,

_3_



as well as those who have received criminal punishment for engaging in telecom fraud activities or related
crimes, will be subject to relevant state regulations and recorded in credit records, and take measures
such as restricting their relevant cards, accounts, account numbers and other functions, suspending new
businesses, and restricting network accesses. )

B, AP AfRdaEtlE, T2 RESKFEAATEZRBEENEFREEELEFNRE. B TRAMALHE
Bz WA EIRE SR B HFRHF B, (Users shall not illegally manufacture, buy, sell, provide or use equipment
and software for telecom and Internet fraud and other crimes. Do not provide support or assistance for
others who commit telecom and Internet fraud activities.)

Ny HBL KX L. SE5EENERRESRE N EEALERTAREEAF SN EZILEAR, BEK
EAEMEFTE, TRIEUSS, ERBAREN, KB (FPEARIERZL) TEEOAZAERERE,

(Criminals who organize, plan, implement, or participate in telecom and Internet fraud activities or
provide assistance for telecom and Internet fraud activities, in addition to bearing criminal and
administrative responsibilities in accordance with the law, those who cause damage to others, shall be
governed by the Civil Code of the People's Republic of China and other legal provisions to bear civil
liability.)

WEMART AR “KA(FLT2) EAERERERAL, BFHEE
AL AT Pl KR T R s e M E AL B E, AAAE ( ) HK
wEa MR

W& Fobt ] CHAD: £ A H

ARHBEN 55 (BFE5):

Signature and fingerprint of the informant/user: "My name is ,and I have

carefully read the content of the above notification, and I am aware of the legal liability of the crime
associated with the telecom and Internet fraud, and ( ) that T will use

it in accordance with the law.

Date: MM/DD/YYYY

Registered SIM Card Phone Number: ( )
RART: AEmf—E8F, HAARERACHBHAERAELH AR, RET S5 RE NS FIREENE . GREL L L L Please
note: Once this notice is signed, it is deemed that the informed person has known and understood the content of this notice,
and promises not to participate in the illegal crime of telecom and Internet fraud. (Please sign and fingerprint at the

above signature parentheses)



